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</tr>
<tr>
<td>DO</td>
<td>Data Owner</td>
</tr>
<tr>
<td>DoS</td>
<td>Denial of Service</td>
</tr>
<tr>
<td>DPDP</td>
<td>Dynamic Provable Data Possession</td>
</tr>
<tr>
<td>DSA</td>
<td>Digital Signature Algorithm</td>
</tr>
<tr>
<td>DU</td>
<td>Data User</td>
</tr>
<tr>
<td>ECB</td>
<td>Electronic Code Book</td>
</tr>
<tr>
<td>ECC</td>
<td>Elliptic Curve Cryptography</td>
</tr>
<tr>
<td>EDB</td>
<td>Encrypted Data Block</td>
</tr>
<tr>
<td>F</td>
<td>Data File</td>
</tr>
<tr>
<td>FHE</td>
<td>Fully Homomorphic Encryption</td>
</tr>
<tr>
<td>FN</td>
<td>False Negative</td>
</tr>
<tr>
<td>FP</td>
<td>False Positive</td>
</tr>
<tr>
<td>FPS</td>
<td>Finger Print Share</td>
</tr>
<tr>
<td>Abbreviation</td>
<td>Full Form</td>
</tr>
<tr>
<td>--------------</td>
<td>-----------</td>
</tr>
<tr>
<td>HIPAA</td>
<td>Health Insurance Portability and Accountability Act</td>
</tr>
<tr>
<td>HLA</td>
<td>Homomorphic Linear Authenticator</td>
</tr>
<tr>
<td>HMAC</td>
<td>Hash Message Authentication Code</td>
</tr>
<tr>
<td>HRM</td>
<td>Human Resource Management</td>
</tr>
<tr>
<td>HVT</td>
<td>Homomorphic Verifiable Tag</td>
</tr>
<tr>
<td>IaaS</td>
<td>Infrastructure as a Service</td>
</tr>
<tr>
<td>IC</td>
<td>Initial Coefficient</td>
</tr>
<tr>
<td>IRF</td>
<td>Inverse Random Function</td>
</tr>
<tr>
<td>ISK</td>
<td>Intermediate Session Key</td>
</tr>
<tr>
<td>i</td>
<td>Block position in the data file</td>
</tr>
<tr>
<td>IV</td>
<td>Initialization Vector</td>
</tr>
<tr>
<td>j</td>
<td>Character position in a data block</td>
</tr>
<tr>
<td>KB</td>
<td>Kilo Bytes</td>
</tr>
<tr>
<td>KW1</td>
<td>Keyword1</td>
</tr>
<tr>
<td>KW2</td>
<td>Keyword2</td>
</tr>
<tr>
<td>LDAP</td>
<td>Lightweight Directory Access Protocol</td>
</tr>
<tr>
<td>m</td>
<td>Initial seed for binary sequence generation</td>
</tr>
<tr>
<td>MAC</td>
<td>Message Authentication Code</td>
</tr>
<tr>
<td>mb</td>
<td>Modified Data Blocks</td>
</tr>
<tr>
<td>MB</td>
<td>Mega Bytes</td>
</tr>
<tr>
<td>MDB</td>
<td>Meta data Block</td>
</tr>
<tr>
<td>MHT</td>
<td>Merkle Hash Tree</td>
</tr>
<tr>
<td>ms</td>
<td>Millisecond</td>
</tr>
<tr>
<td>n</td>
<td>Number of bytes in a block</td>
</tr>
<tr>
<td>nb</td>
<td>Number of data blocks</td>
</tr>
<tr>
<td>n-PCDH</td>
<td>n-Power Computational Diffie Hellman</td>
</tr>
<tr>
<td>OFB</td>
<td>Output Feedback</td>
</tr>
<tr>
<td>P</td>
<td>Position of the data block</td>
</tr>
<tr>
<td>PaaS</td>
<td>Platform as a Service</td>
</tr>
<tr>
<td>Pd</td>
<td>Probability of Detection of Data Corruption</td>
</tr>
<tr>
<td>PDDP</td>
<td>Provable Dynamic Data Possession</td>
</tr>
<tr>
<td>PDP</td>
<td>Provable Data Possession</td>
</tr>
<tr>
<td>PKI</td>
<td>Public Key Infrastructure</td>
</tr>
<tr>
<td>Acronym</td>
<td>Full Form</td>
</tr>
<tr>
<td>---------</td>
<td>-----------</td>
</tr>
<tr>
<td>PoR</td>
<td>Proof of Retrievability</td>
</tr>
<tr>
<td>PPDP</td>
<td>Proxy Provable Data Possession</td>
</tr>
<tr>
<td>q</td>
<td>Initial value for key exchange</td>
</tr>
<tr>
<td>RAM</td>
<td>Random Access Memory</td>
</tr>
<tr>
<td>randno</td>
<td>Randomly Chosen Integer</td>
</tr>
<tr>
<td>RBAC</td>
<td>Role Based Access Control</td>
</tr>
<tr>
<td>RBASL</td>
<td>Rank Based Authenticated Skip List</td>
</tr>
<tr>
<td>RC2</td>
<td>Rivest Cipher 2</td>
</tr>
<tr>
<td>RC4</td>
<td>Rivest Cipher 4</td>
</tr>
<tr>
<td>RF</td>
<td>Random Function</td>
</tr>
<tr>
<td>RMI</td>
<td>Remote Method Invocation</td>
</tr>
<tr>
<td>RSA</td>
<td>Rivest Shamir Adleman</td>
</tr>
<tr>
<td>S3</td>
<td>Simple Storage Service</td>
</tr>
<tr>
<td>SaaS</td>
<td>Software as a Service</td>
</tr>
<tr>
<td>SHA</td>
<td>Secure Hash Algorithm</td>
</tr>
<tr>
<td>s-HTTP</td>
<td>Secure HyperText Transfer Protocol</td>
</tr>
<tr>
<td>Sk</td>
<td>Secret key</td>
</tr>
<tr>
<td>SK</td>
<td>Session Key</td>
</tr>
<tr>
<td>SLA</td>
<td>Service Level Agreement</td>
</tr>
<tr>
<td>SSL</td>
<td>Secure Socket Layer</td>
</tr>
<tr>
<td>SSO</td>
<td>Single Sign On</td>
</tr>
<tr>
<td>t</td>
<td>Number of Challenges</td>
</tr>
<tr>
<td>TLS</td>
<td>Transport Layer Security</td>
</tr>
<tr>
<td>TN</td>
<td>True Negative</td>
</tr>
<tr>
<td>TNR</td>
<td>True Negative Rate</td>
</tr>
<tr>
<td>TOK</td>
<td>Token</td>
</tr>
<tr>
<td>TP</td>
<td>True Positive</td>
</tr>
<tr>
<td>TPA</td>
<td>Third Party Auditor</td>
</tr>
<tr>
<td>TPR</td>
<td>True Positive Rate</td>
</tr>
<tr>
<td>UEC</td>
<td>Ubuntu Enterprise Cloud</td>
</tr>
<tr>
<td>v</td>
<td>Noise Variance</td>
</tr>
<tr>
<td>x</td>
<td>An integer value</td>
</tr>
<tr>
<td>XA, XB</td>
<td>A random number chosen for key exchange</td>
</tr>
<tr>
<td>Symbol</td>
<td>Description</td>
</tr>
<tr>
<td>--------</td>
<td>-------------</td>
</tr>
<tr>
<td>XOR</td>
<td>Exclusive-OR</td>
</tr>
<tr>
<td>y</td>
<td>An integer value</td>
</tr>
<tr>
<td>α</td>
<td>Initial value for key exchange</td>
</tr>
<tr>
<td>σ</td>
<td>Mean Variance</td>
</tr>
<tr>
<td>Ω</td>
<td>Signature</td>
</tr>
<tr>
<td>μ</td>
<td>Local Variance</td>
</tr>
<tr>
<td>β</td>
<td>Integer relatively prime to y and α</td>
</tr>
</tbody>
</table>